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NleTekTOop aTak Suricata

Moaynb «[leTeKTop aTak» pacrnosioXeH B MeHto «3awmTa». [JaHHbIN MOAYb NpeaHa3HavYeH Ans
3anyckKa, HaCTPOMKM 1 KOHUrypupoBaHua ucrnosibzyemoro B «MKC» open source IPS/IDS cuctemsl -
Suricata. [laHHaa cuctema bbina paspaboTtaHa Open Information Security Foundation B 2009 roay.
Intrusion Prevention System (IPS, cuctema npefoTBpaLLeHNa BTOPXXEHNI) — 3TO CMCTEMa CETEBOW
6e3onacHoCcTK, 06HapyXMnBatoLWas BTOPXKEHUSA WK HapyLlieHns 6e3onacHocTn. IPS oTcnexunBaeT
CceTeBoOW TpamK B peasnbHOM BPEMEHUN U NMPUMEHSAET pa3/inyHble Mepbl - Cbpoc coeanHeHus,
NOrMpOBaHME BbIABJIEHHBIX CUFHATYP UK NponyckKaeT ero. Takxe IPS MoxeT BbINONHATb
fedparMeHTauunio NakeTos, nepeynopagodmeaHme naketos TCP ona 3aWwuTbl OT NAKETOB C
n3MeHeHHbiMn SEQ n ACK Homepamu. Cuctema Suricata noggepxmnBaeT MHOr0o3afa4yHoOCTb, KAk
cnencteue obnafaeT BbICOKOW NPOU3BOAUTENIBHOCTBLIO, NO3BONSAOWan obpabaTbiBaTh TpauK A0
10Gbit Ha 0bbIYHOM 060pPYyAO0BaAHUN, N MHOTOE APYrOe, B TOM YMC/e MoJHaa noaaep)xka opmaTta
npaswua Snort.

Mpy OTKPbLITMM MOAYNSA B OCHOBHOM OKHe 0TODpa3aTcs BKIaAKu «[eTekTop aTak Suricata»,
«HacTponkun», «lMpasuna», «<HacTponkn 06HOBNEHNI» N «)KypHan», NpX 3TOM BKNaAKa «[leTekTop
aTak Suricata» byneT akTuBHa.

[leTekTOp aTak

[

Bknapgka «JletreKkTop atak Suricata». Ha paHHon BKnagke oTobpa)kaeTcsa coCTosiHUE CNyX0bl
«[leTeKTop aTak Suricata» C BO3MOXHOCTbIO «BbIKNOUNTL» (MK «BKAOUYNTL» ecnn cnyxba
BbIKJIIOYEHA), @ TaKXXe nocnegHne cobbiTUs XXypHana 3a TEKYLLYIO AaTy.

HacTpounku

[

Bknapka «Hactposku». [laHHas BKIaAKa npefHa3HavyeHa A1 HacTPonkm paboThl AeTekTopa
aTak. [1ng KoppeKkTHOro npuMeHeHns 6asbl CMrHaTyp Moayns, HeobxoAnMO yka3aTb pacnonoXKeHue
06BbEKTOB (ceTen, cepeepoB 1 NOPTOB), NOABEP)KEHHbLIX NPOBEPKE. 34eCb MOXXHO yKa3aTb
BHYTPEHHME N BHELUHWe CeTu, Anarna3oHbl apecoB pa3/IMYyHbIX CEPBEPOB, @ TaKXXe UCMOoJib3yeMble
nopTel. BceM 3TUM nepemMeHHbIM NPUCBOEHbI 3HAYEHUA MO YMOJIHaHMNIO, C KOTOPbLIMU OeTeKTop aTak
MOXKET KOPPEKTHO 3anyCTUTbCA. 15 U3MeHeHUs KOH(Urypauum no ymoa4aHuio Heobxogumo
OTKPbITb BblNaZaloLWwmnin CMMCOK B COOTBETCTBYIOLLEN A4eikn 1 BbibpaTb HeobxoanMble 3Ha4YeHnsa 13
N3BECTHbIX «MKC» NopTOB MM Anana3oHa agpecos, 3agaHHbIX MNMonb3oBaTtenem «MKC». Jinbo B
COOTBETCTBYIOLLEN AYEKN B PYYHYIO YKa3aTb Heobxoammoe 3HavyeHne. 1na s4eek «CeTu» u
«cepBepa» AONYCTUMbIMU SBASAIOTCA CiefyoLme 3Ha4YeHus: JoMeHHoe uMmsa (host.ru); ip-agpec
(192.168.1.1); ip-agpec/npedukc (192.168.1.1/24); ip-agpec:Macka (192.168.1.1:255.255.255.0);
AnanasoH ip-agpecos (192.168.1.1 - 192.168.1.254); nonb30BaTeNb; rpynmna; J0KaJbHas,
BHYTpeHHAs, VPN, OpenVPN, WiFi ceTu; n apyrmue obbekTbl, KOTopbiMUK onepupyeT «MKCx».
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Ans a4eek «nopThl» 4ONYCTUMBIMUK ABASIOTCA Cneayoume 3HadyeHnsa: HoMmep nopTa (25, 110),
Avana3oH noptoB (1000-2000), 06bekTbl NOPT 3aBefeHHble Ha «MKCx». Ons a4yenkun «SHELLCODE-
NopTbI» TakXe OoNyCTMMO UCKoYeHe nopTos, Hanpumep, !80. Mo ymonyaHuo, aHannsnpyeTcs
Tpauk Ha BHELWHNX nHTepdencax. [Insa aHanusa Tpaduka noKasbHON CeTn Heobxoammo fobaBuTh B
none «BHewHne ceTn» 06beKT «JIoKanbHbIE CETU.

NMpaBuna

(]

Bknagka «IMpaBuna». B naHHON BKNaAKe 0ToOparkaloTCa BO3MOXKHbIe Ba3bl MOAYNS feTekTopa
aTak. CywecTtByeT Tpu H6a3bl NpaBua: nNpasuaa ¢ canTta snort.org, NPeKOMNUANPOBAHHbIE NMpaBuaa C
canTa snort.org n npasuna Emerging Threats. Kaxgasa 6a3a cogepxut B cebe Habop cKkaymBaeMbix
annoB, B KaXXAoM (haine coaepxmTca Habop npasw, 06beaAnHEHHbIX MO LeAn 3aWwuTbl. 4ns
paboTbl Habopa Npasua 13 6asbl, Heobxoanmo 4TobblI AaHHasA 6a3a bbina ckavyeHa (CM. onucaHune
BKJIaLKW «HACTpoOWKa obHoBNeHWI»), ecnmn Ba3a He ckayeHa, TO HanpoTUB Kaxkaoro anna byget
HaZNWUCb «He 3arpy>xxeHo». Ecnu 6a3a bbina 3arpy>xeHa, TO BO3MOXHO BbIOpaTh NpUMeHeHne BCew
6a3bl LeNNKOM, OTMETUB (PS1IaXKOK B CTONIOLE «NPUMEHUTL». EC HE0BX0ANMO NMPUMEHUTL
onpegneneHHbIn ¢ann nnmn HaobopoT He MPUMEHATL ero, To He0bXo0ANMO OTMETUTb (PJIAXKKOM B
cTonbue «NPUMEHUTb» COOTBETCTBYIOLWNIA (han. HanpoTuB Ka)kaoro gaina nokasaHo Kakoe
KOMIMYeCTBO NPaBua TOT COAEPXXUT. B NpaBOM BEpXHEM yray pacrnosaraeTcs NOMCK N0 HAa3BaHWIO UK
Nno KOMMYecCTBY Npasun B hanne. ng NnpocMoTpa npasua 1 Buibopa AencTBUA HEOOXOANMO KINKHYTb
no nMeHn panna, byaet OTKPbITO HOBOE OKHO C Tabaunuen. Tabnmua nmeeT cnegyowme nons: id
npaBuna - HOMep NpaBua; NPUOPUTET - 3HAYEHME YrPOo3bl; NpefynpexaeHne - onncaHune
NPOM3BOAMMON aTakW; KacCMpurKauma - K KaKOMy KaacCy OTHOCUTCA aTaka; LencTBme -
onpenensieT, 4To Heobxoammo caenaTb Npu obHapyXeHUn AaHHOM aTakuy (alert - 3anuweT B
cobCTBEHHbIN Nor obHapy>XeHne 1 NponycTuT, drop - YHUYTOXMUT nakeT, allow - nponycTuT, reject -
YHUYTOXUT NaKeT U YBEAOMUT OTNPaBUTENSA O AAaHHOM COOLITUN); BKAOYEHNE/BLIKOYEHNE
COOTBETCTBYIOLEro Npasua.

HacTpoiku oOHOBNEHUM

=]

Bknapgka «<HacTponku obHoBneHnn». [laHHasA BKafgKa npefHasHavyeHa Aas HaCTPOMKKM npoLecca
obHoBNeHU NpaBua Moayna. CywecTByeT 2 KOMNaHMM, KOTOPbIE aKTMBHO 3aHMMaloTCA pa3paboTkon
npaBui ANS CUCTeM NpefoTBpaLleHns BTopxXeHun - Sourcefire n Emerging Threats. [1ns Toro 41o6bl
cKkayaTb 6a3bl «[MpaBuna ¢ canTa snort.org» n «MpekoMnuanpoBaHHbLIE NpaBuia C caTa snort.org»,
Heobxoanmo: * 3aperncTpmpoBaThbCs Ha canTe Snort.org (Npy HEO6XOANUMOCTM CTaTb NOAMNCYNKOM
Ha 0bHoBseHMA npasun), * NMony4nTtb Oinkcode gna ckaymBaHMsa NpaBu, HAXOAUTCS B JINYHOM
kKabnHeTe Ha canTe snort.org, * Beectn kog B none «Kog ana Oinkmaster», * OTMeTUTb Cey LN
3@ 3TUM nonem (haxoK B TOM Cayyae, eCiv Bbl 4ENCTBUTESIbHO CTann NOAMUCYMKOM Ha 06HOBAEHMA
npasw, * CoxpaHnTb. MNpaBunaa MOXXHO CKavaTb NPU YCIOBUU HAMYUS OQHOMO Anb kKoga. ObpaTute
BHMMaHME Ha OTANYMe npaB NoANnCcYMKa oT 0bbIYHOro 3aperncTpMpoBaHHOro Noab3oBaTens. MNocne
yOa4yHOro CKaynBaHma npaBun oT AaHHOro paspaboTymka, oHn byayT oTobpakaTbCsA BO BKaAKe
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«[MpaBuna» 6e3 nomMeTKM (He 3arpyxeHo). [Ins Toro 4Tobbl CkavaTb 6a3y «[Mpasuna Emerging
Threats» nocTaTo4HO NOCTaBUTL (PNaXkok «YcTaHaBAMBaTb Npasuna Emerging Threats» n coxpaHuTb
n3MeHeHns. EWE oanH napaMeTp, KOTOPbIN BO3MOXHO HAaCTPOMTb B JAHHOW BKAaAKe - 3TO
BO3MOXXHOCTb €XeJHEeBHO NpoBepaTb 06HOBEHUS NpaBuJl, KoTopble Bbiin 3arpyxeHsbl. Mo
YyMOJIHaHUI0, (PaXKoK YCTaHOB/IEH, MPW HEOBXOAMMOCTU ero MOXXHO U3MeHUTb. ocne Toro, Kak BCE
HaCTPOEHO, MOXXHO HaXKMMaTb KHOMKY «OBHOBUTbL cenyac».

XypHan

OTobparkaeT CBOLKY BCEX CUCTEMHbIX COOOLLEHMI MOAY A C yKa3aHWeM faTbl Y BpeMeHU. XKypHan
pa3fesieH Ha CTPaHUUbl, KHOMKaMmn «Brepen» U «Ha3ag» BO3MOXXHO NepexoinTb CO CTPaHMULbl Ha
CTpaHuuy, mbo BBECTM HOMep TpebyeMol CTpaHuLbl. 3aMWUCK B XXYPHae BblAeNAoTCS LLBETOM B
3aBMCMMOCTHM OT BMAa coobuieHns. Obbl4Hble COOBLLEHNS CUCTEMbI OTMEeYeHbl HenbiM LiBETOM,
Co0bLEeHNSA 0 COCTOAHMMN CUCTEMbI (BKJTIOYEHNE/BLIK/TIOYEHNE, NOAK/IOYEHNE NOSIb30BATENSA) -
3eneHbIM, NPefyNpPeXAeHNs - XeNTbIM, OWNOKN - KpacHbIM. B npaBoM BepxHeM yray Moayns
HaxX0AMTCA CTPOKa MOUCKa. A TakXe BO3MOXHOCTb Bbibopa neprofa oTobpa)keHus xypHana
cobbiTnin. Mo yMONYaHUIO XXYpHan oTobpaxkaeT cobbiTnA 3a TekyLyto aaTy. Mpu HeobxogmmocTun
MOXHO COXPaHMTb AaHHble XXypHana B (halis, HaXkaB KHOMKY «IKCMOPT» WA YAAJIMTb AaHHble
XKYpHana, 3a onpefeneHHbIN NePUOS, HaXKaB KHOMKY «YaanuTb NIorn».
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